
Are you ready to take your cyber exercises to the next level?  
WWT’s Cyber Range Capture The Flag events are dynamic, live-fire cyber  

exercises designed to give your security teams the real-world training  
they need to sharpen their cybersecurity skills and increase vigilance  

in an ever-evolving threat landscape.  

C y b e r  R a n g e

ASSEMBLE YOUR TEAM. BRAVE THE BATTLEFIELD.  

RULE THE RANGE.  

Hosted virtually in our state-of-the-art Advanced Technology Center (ATC),  
Cyber Range pairs real-world, hands-on learning with fun, entertaining gameplay  
on a scalable platform that can facilitate any type of force-on-force simulation. 

Test and evaluate advanced 
cyber technologies to  

increase resiliency. 

 Assess individual skills and 
identify gaps on your teams 
to strengthen your posture.  

Develop and enhance 
skillsets for emerging tools 

and solutions to bolster 
your capabilities. 

Establish chemistry among 
your cyber teams to fortify 

your operations.

Register Now



Our Catalog of Scenarios

BLUE TEAM
SCENARIO: A nefarious, secret collective of bad actors and 
hackers have infiltrated a global financial services firm that is 
enlisting your help to mitigate the imminent threat and avert 
economic catastrophe. 

OBJECTIVE: Using any means necessary, your team has 72 hours 
to scan your organization’s environment, identify compromised 
systems and footholds, and brief your leadership team on how 
best to mitigate or eliminate the breach.  

LOGISTICS: This will be a multi-day experience that can 
accommodate individuals or teams from different geographies. Cyber Range teams — 
comprised of teams of three to four participants — will be pitted against one another in a 
point-style competition, and the team with the most points at the end wins. Cyber Range is 
hosted in WWT’s Advanced Technology Center (ATC) and has been built to accommodate 
even the most complex and demanding security environments.  

Though this event lasts 72-hours, it is designed to be completed in a 12-16 hour period. The 
larger block of time provides your team with the flexibility to participate at a time and pace 
that works best for your team.

RED TEAM
SCENARIO: You and your team are being recruited by a 
nefarious, secret collective of bad actors and hackers that seek 
to thwart government regulations and competitive business to 
make way for their own business interests.  

OBJECTIVE: Your target is Iron Guardian — a biotechnology  
firm with novel DNA-altering technology funded by anonymous 
shell corporations linked to nation-states with a history of 
committing war crimes. Utilizing a compromised AI bot, your 
team will hack into Iron Guardian and find data that can 
undermine its gene-editing technology.  

LOGISTICS: This is an eight-hour experience for teams of three or four participants. Teams 
will compete against one another for points. The team with the most points at the end 
wins. Cyber Range is hosted in WWT’s Advanced Technology Center (ATC) and has been 
built to accommodate even the most complex and demanding security environments.   

Your security 
stack is only 
as good as 
the people 
who use it.  
WWT’s Cyber Range provides 
your operations team unprec-
edented training and access 
to a suite of commercial tools 
that are actually used in a 
real-world cyber incident.  

Customers can also leverage 
WWT’s Advanced Technology 
Center (ATC) support staff, 
and our expansive list of OEM 
partnerships, to build their 
own customized cyber range 
environment to suit their 
unique needs.

Do you have  
what it takes to 
rule the range? 

Register Now


